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Abstract of the contribution: This contribution proposes to add PDU session activation procedure triggered by the UE for selective PDU session activation while the UE is in the connected mode.
1.	Discussion
3GPP SA WG2 concluded its study on the system architecture of the Next Generation System, and started to work on the normative standardization of “5G Core System”. Among the various new feature and difference with the previous EPC system, one of the remarkable change is the introduction of per PDU session handling. This “per PDU session activation” feature especially affects the Service Request procedure, which used to be handled by per UE level in the EPS. Considering this fact together with another prominent change, the separation of the mobility management function and the session management function, some question can arise: how the PDU session activation procedure occurs in connected mode? 
In this contribution, we proposed to use an SM procedure for the additional PDU session activation while the UE is in the CM-CONNECTED state, instead of using a Service Request procedure. Analysis and comparison is described in detail in discussion paper S2-170849. With the analysis, we drew some observations as follows:
Observation 1. The UE in CM-CONNECTED mode does not require any signalling connection establishment procedure.
Observation 2. Service Request in connected mode for additional PDU session activation results in redundant information transfer, which has been already done with CM state transition. 
Observation 3. Multiple Service Request procedures shall be performed sequentially, while multiple SM procedures can be performed simultaneously, which may impact end-to-end delay.
Observation 4. Partial error to the request with multiple sessions would be handled better with SM procedure than MM procedure.
With the observations above, we would like to suggest the second alternative option, using an SM procedure for selective PDU session activation purpose in CM-CONNECTED state.
Proposal. NAS SM procedure (PDU Session Activation) should be used instead of MM procedure (Service Request) for the UE in CM-CONNECTED state.

2.	Proposal
According to the discussion above, we would like to propose to add the following texts in TS 23.502.

* * * * Start of 1st Change * * * *
[bookmark: _Toc473190634][bookmark: _Toc470163592]4.2.3.2	UE triggered Service Request
Editor's note:	Procedure includes aspects required to support network slicing.
The Service Request procedure is used by a 5G UE in CM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the user plane resource establishment for the PDU sessions requested by network and/or indicated in the Service Request message.
When a UE is in CM-CONNECTED state and needs to request user plane resource establishment for inactive PDU sessions, PDU session activation procedure is used as described in clause 4.2.3.4.
Editor's note:	It is FFS whether this procedure is also used by a UE in CM‑CONNECTED state to request user plane resource establishment for inactive PDU sessions.
Editor's note:	The state names (e.g. CM-IDLE, CM-CONNECTED) of the UE need to be aligned when decided
For any Service Request, the AMF may respond with a Service Response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request can not be accepted by network.
For Service Request due to user data, network may take further actions if user plane resource establishment is not successful.
NOTE:	The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the user plane resource is always considered established for an active PDU session.
Editor's note:	The names of N2 message and N11 message are FFS.


Figure 4.2.3.2-1: UE triggered Service Request procedure
1.	UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status).
	The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications.
	If the UE is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session that the UE selects to activate. If the UE is triggered for signalling only,  the UE doesn't send any PDU session ID. When this procedure is triggered for paging response, if the UE needs to activate the PDU session(s), it includes the PDU session ID(s) in MM NAS Service Request message to indicate the PDU session that the UE needs to activate. Otherwise the UE will not include any PDU session ID.
	The PDU session status indicates the PDU sessions available in the UE.
Editor's node: It is FFS whether there is need to indicate the user data, signalling or paging response.
2.	(R)AN to AMF: N2 Message(MM NAS Service Request , 5G Temporary ID, Location information, RAT type, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.
	5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The Location Information and RAT type relates to the cell in which the UE is camping.
	Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.
Editor's note:	The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.
Editor's note:	Procedures for the monitoring events for "Availability after DDN failure" are FFS.
Editor's note:	Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
3.	If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.
	If the UE is triggered to establish signalling connection, after the security exchange the UE can send uplink signalling and the rest of this procedure are skipped.
4a.	[Conditional] AMF to SMF: N11 Message(PDU session ID(s)).
	If the MM NAS Service Request message includes PDU session ID(s), or this procedure is triggered by SMF, the AMF sends N11 message to SMF(s) associated with the PDU session ID(s).
4b.	[Conditional]SMF to AMF: N11 Message (N2 SM information (QoS profile, CN N3 Tunnel Info)) to the AMF.
	After receive the N11 Message in 4a, each SMF sends N11 Message to the AMF to establish the user plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
5.	[Conditional]AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept).
	RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".
	MM NAS Service Accept includes PDU session status in AMF. If this procedure is triggered for signalling only, the MM NAS Service Accept can be send to UE after step 3.
Editor's note:	When multiple SMFs are involved, it is FFS how the AMF sends N2 message towards RAN.
Editor's note:	It is FFS whether the Service Accept is needed.
6.	(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions activated. The user plane security is established at this step, which is described in detail in RAN specifications.
	The RAN forwards the MM NAS Service Accept to the UE. The UE removes context of PDU sessions that are not available in 5G CN.
7.	After the user plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.
8.	[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated). This step is described in detail in RAN specifications.
	The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 5.
Editor's note:	Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.
9.	[Conditional] AMF to SMF: N11 Message (N2 SM information (RAN Tunnel info), RAT Type) per accepted PDU Session to the SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:	It is FFS how to handle the non-accepted QoS Flows.
Editor's note:	Procedure to pause charging by SMF is FFS.
10.	[Optional]SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.
	See clause x.y.z for details.
11a.	[Conditional]SMF to UPF: N4 Session Update Request(RAN tunnel info).
	If a user plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
11b.	[Conditional]UPF to SMF: N4 Session Update Response.
	See clause x.y.z for more details.
12.	[Conditional]SMF to AMF: N11 Message ACK.
Editor's note:	It is FFS whether this message is needed.

* * * * Start of 2nd Change * * * *
4.2.3.4	UE triggered PDU Session Activation in CM-CONNECTED state


Figure 4.2.3.4-1: UE triggered PDU Session Activation procedure
The PDU Session Activation procedure in this clause is triggered by the UE in CM-CONNECTED status to establish user plane radio bearers in the PDU session(s) that the UE requested to activate. This procedure is performed per PDU session.
0.	The UE is in CM-CONNECTED state. N1 NAS signalling connection and N2 signalling connection are active, and one or more PDU sessions may be active in this step.
1.	The UE sends NAS PDU Session Activation Request (PDU Session ID) per PDU session towards the SMF via AMF.
2.	The AMF forwards the NAS message to the serving SMF which is mapped to the PDU session ID that the UE has requested to activate.
3.	Authorization for the requested PDU session may be performed based on the user subscription.
4.	The SMF builds an N3 Connection Setup Request (PDU Session ID, UPF address, N3 Tunnel ID (UL), QoS information(s)) message to the RAN per PDU session. The SMF then sends the request message encapsulated in the N11 message. If the SMF can't handle the PDU Session Activation Request, it will reject it.
5.	The AMF forwards received N3 Connection setup request message to the RAN node. This step activates the N3 connection for the requested PDU session. The RAN node stores QoS information for the requested PDU session and N3 Tunnel ID in the UE RAN context. The step is described in detail in TS 38.abc [x].
Editor’s Note:	Whether the N3 Tunnel ID is used and how is the ID constructed are FFS.
6.	The RAN maps the NAS level QoS to the Radio Bearer QoS. It then performs a RRC Connection Reconfiguration (Radio Bearer QoS, PDU Session ID) procedure with the UE. The user plane security is established based on the value stored in the UE RAN context. The QoS rule for the QoS Flow(s) in the requested PDU session is set in this step, which is described in detail in TS 38.abc [x].
7.	The uplink data from the UE for the requested PDU session can now be forwarded by RAN node to the UPF. The RAN node sends the uplink data to the UPF address and N3 Tunnel ID provided in the step 3. The UPF forwards the uplink data to the DN.
8.	The RAN node sends an N3 Connection Setup Response (PDU Session ID, N3 Tunnel ID, Accepted QoS, Rejected QoS) to the SMF via AMF. This step is described in detail in TS 38.abc [x].
Editor’s Note:	How to handle non-accepted PDU sessions or non-accepted QoS flows by the RAN is FFS.
9.	The AMF sends a Modify Session Request message (N3 Connection Setup Response, RAT Type) per PDU session to the SMF. If the SMF requested UE's location and the UE's location has changed, the AMF also includes the User Location Information IE in this message. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
10.	The SMF sends N4 Session Modification Request (SUPI, PDU Session ID, RAN address, N3 Tunnel ID (DL)) to the UPF. The UPF is now able to transmit downlink data towards the UE.
11.	The UPF sends Session Modification Response to the SMF confirming the successful modification of the N4 session.
12.	If dynamic PCC is deployed, the SMF interacts with the PCF to get the PCC rule(s) according to the RAT Type by PDU‑CAN Session Modification procedure as defined in TS 23.203 [z]. If dynamic PCC is not deployed, the SMF may apply local QoS policy.
13.	The SMF shall return a NAS PDU Session Activation Accept message to the UE AMF as a response to a PDU Session Activation Request message. If the RAN failed to establish radio bearers for the PDU session, the SMF returns a PDU Session Activation Reject (cause) message to the UE.
14.	The AMF forwards PDU Session Activation Accept message that is encapsulated in N11 Modify Session Response message to the UE.

* * * * End of Changes * * * *
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